










While e-learning has many advantages that seem to make traditional learning a thing of the past, it does have one 
glaring downfall. Where traditional learning techniques allow for a supervisor, educator or proctor to monitor 
individual participation, e-learning is done at a distance behind the, often-anonymous, screen of a computer. 
This raises the issue of proof for many companies attempting to comply with due diligence requirements and/
or wanting the intended beneɲts of an informed and/or competent workforce. 

The most recent statistics available from the 
Association of WorkersɅ Compensation Boards of 
Canadaϙ  and the United States Bureau of Labor 
StatisticsϚ  show more than 3 million workplace 
incidents occurred in 2015 alone. ϥnvestigation of 
these incidents by the respective governing bodies 
focuses on key factors that may have prevented the 
incident from occurring and focus on whether an 
employer demonstrated an appropriate level of due 
diligence to prevent the incident, including providing 
and ensuring the completion of appropriate 
awareness and competency development training 
for eϜected personnel. Occupational Safety and 
Health Association (OSHA) investigators are trained 
that the ɲrst question to be asked in the case of a 
workplace incident is whether personnel received 
adequate training to do their jobϛ.  

With safety performance becoming an important 
diϜerentiator for many employees and their 
organizations, proof problems are not likely to 
end anytime soon. Without a valid form of identity 

veriɲcation, some organizations will not recognize 
online training as being completed, even with records 
of training being provided. Landmark cases such as 
R. v. RoseɅs Well Services Ltd.ϓϒ , where an employee 
admitted to taking the training for other employees, 
have shown that employers need to do more than 
just provide training, they must also prove who 
completed and/or participated in the training. 

While some organizations have chosen to develop 
e-learning with the requirement of individual logins 
and regular ɄclickɅ requirements to necessitate 
human involvement there is nothing integral in this 
that ensures that the pages, videos or animation 
is being watched and not just played. The general 
anonymity of un augmented e-learning means there 
is also no method to create a valid record showing 
that the individual the training was provided for, was 
the one who participated in the training according to 
the standards of the organization (i.e. adhered to the 
organizations expectations of ethical behaviour).





Although professional organizations such as ϥnternational Association for Continuing Education and Training 

(ϥACET) and the Chartered Professionals in Human Resources (CPHR) have drawn attention to, provided 

warnings about, and directed organizations to published guidance on the necessity of identity and participation 

veriɲcation when using e-learning for regulatory compliance and risk mitigation, unveriɲed e-learning still 

occurs. ϥndustry organizations are now creating member awareness in light of the regulatory interpretations 

and speciɲc regulatory changes that have come to pass. Examples of both include, but are not limited to;

Alberta Government (OHS Enforcement), Canada 

ɈAn online course that does not identify the 
participant does not meet the minimum standard.ɉ  
#10114935

ɈThe training agency should not be providing 
proof of training for students they cannot verify 
completed the course.ɉ  #16874685

New York City, USA Legislation 
(OSHA Enforcement)

Ɉonly in-person training and actively proctored 
online training will be acceptedɉ

Ontario, Canada Ministries Prevention Office 
(OHS Enforcement)

ɈTraining providers are responsible for ensuring the 
identity of their learners, and they will continue to 
be required to validate learner identity in any fully 
online courseɉ 

OSHA, USA (OHS Enforcement)

Employers must be able to show both that 
the training was adequate, based on training 
content, and that the employee received the 
training.ɉ#2254-09R 2015

Canadian Association of Petroleum Producers 
(CAPP): Industry Association

Ɉϥt is vital that employers can verify that the 
intended personnel received the online training, 
and that they participated in it as intended.ɉ 

Industrial Occupational Safety and Health Alberta: 
Industry Organization

ɈϥD veriɲcation and Proctoring technology is 
particularly critical when organizations use web-
enabled educational materials as part of risk control 
strategiesɉ ϥOSH Alberta

American National Standards Institute (ANSI) and 
the American Society of Safety Professionals

6.1.3 Each trainee,, being evaluated shall be properly 
identified. ANSI+ASSE Z490.1

7.2.2 Delivery records for each training event shall 
identify the trainees participation in the training ANSI+ASSE 

Z490.1
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